Andare nell’application.yml

Cercare con ctrl+shift+F event e.g:

se non presente copiare uno già esistente tipo:

InsertNoteEventConnector:  
 topic: SDH\_${DD\_LMBE0\_ENV:}\_LMBE0\_INSERIMENTO\_NOTA  
 bootstrapServers: ${KAFKA\_SDH\_LMBE0\_BROKERS:}  
 security:  
 protocol: ${KAFKA\_SDH\_LMBE0\_SECURITY\_PROTOCOL:}  
 sasl:  
 kerberos:  
 service:  
 name: ${KAFKA\_SDH\_LMBE0\_SERVICE\_NAME:}  
 jaas:  
 config: "com.sun.security.auth.module.Krb5LoginModule required useKeyTab=true keyTab=\"${KEYTAB\_SDH\_LMBE0\_FILE\_PATH:}\" principal=\"${KEYTAB\_SDH\_LMBE0\_USERNAME:}@${KEYTAB\_SDH\_LMBE0\_REALM\_DOMAIN:}\";"

inserire nel proprio application.yml e modificare \_LMBE0\_INSERIMENTO\_NOTA con il del topic valore comunicato

Ese:

SbloccoGaranzieEventConnector:  
 topic: SDH\_${DD\_LMBE0\_ENV:}\_LMBE0\_SBLOCCO\_GARANZIE  
 bootstrapServers: ${KAFKA\_SDH\_LMBE0\_BROKERS:}  
 security:  
 protocol: ${KAFKA\_SDH\_LMBE0\_SECURITY\_PROTOCOL:}  
 sasl:  
 kerberos:  
 service:  
 name: ${KAFKA\_SDH\_LMBE0\_SERVICE\_NAME:}  
 jaas:  
 config: "com.sun.security.auth.module.Krb5LoginModule required useKeyTab=true keyTab=\"${KEYTAB\_SDH\_LMBE0\_FILE\_PATH:}\" principal=\"${KEYTAB\_SDH\_LMBE0\_USERNAME:}@${KEYTAB\_SDH\_LMBE0\_REALM\_DOMAIN:}\";"